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May 7, 2008
Mr. LeRoy S. Rooker, Director

Family Policy Compliance Office

U.S. Department of Education

400 Maryland Avenue, S.W.

Room 6W243

Washington, D.C. 20202-5920

Re: Proposed Amendments to FERPA Regulations
Dear Mr. Rooker:

This letter is to provide comments and recommendations in response to the notice of proposed rulemaking published in the Federal Register of March 24, 2008.  The notice proposes to amend regulations for the Family Educational Rights and Privacy Act (FERPA).  These comments and recommendations are submitted by the organizations listed that are assisting states with the implementation of statewide longitudinal data systems consistent with principles advocated by the national Data Quality Campaign.
 The heart of our concern is that FERPA not be interpreted to impair the capacity of states to use or permit appropriate use of statewide data for education research and evaluation on behalf of all schools, educational institutions, and educational agencies in the state. There is a consensus among policy makers at the federal, state, and local levels and in the education community as to the critical importance of sharing and using statewide student information in order to improve academic achievement and close the achievement gap.   
While the proposed regulations include some provisions that have potential to address that goal, we are very concerned that other provisions in both the current and proposed FERPA regulations, if unchanged, appear to have the effect of nullifying that potential benefit. Those provisions, moreover, would invalidate practices of the U.S. Department of Education (USED) itself in sharing student data derived from federal evaluations to promote education research. 
The development and implementation of state longitudinal data systems that use and appropriately share statewide student data for education research and evaluation for the benefit of educational agencies and institutions throughout a state is recognized in almost all the states, and as a matter of federal policy, as an indispensable foundation for supporting education reform. These data are needed in order to track the progress and needs of students; plan and implement education programs and supports for individual students; identify programs and strategies that are effective in raising academic achievement and closing the achievement gap; and hold schools and education agencies accountable for performance in realizing these goals. 
Over the past several years, organizations participating in the Data Quality Campaign have heard repeatedly from many states that FERPA, as interpreted and applied by the USED, has been a significant obstacle to the development and functioning of state longitudinal data systems to serve these purposes.  Neither members of the Data Quality Campaign nor the states have sought to water down privacy protections for students under FERPA.  Rather, the concern has been that, while FERPA was not intended to deny use of student data for research and evaluation needed to provide access to educational opportunities and to improve the quality of education, and on its face authorizes disclosures that in effect can harmonize privacy protections with other vital needs in education, these authorized disclosures have been interpreted so narrowly as to nullify their utility in meeting these needs, particularly in the context of state data systems.
  In effect, federal policy has been at war with itself, as FERPA has been interpreted to impair other federal policies supporting research in education, evidence-based education programs, state accountability systems under the No Child Left Behind Act, and federal grant support for state longitudinal data systems. 
Provisions that Potentially May Support Essential Functions of State Data Systems 

The proposed regulations include two provisions that have the potential to facilitate effective use of data by state longitudinal data systems without sacrificing the privacy protections in FERPA. These proposed provisions would—

· Provide that state education officials (which we understand would include officials responsible for oversight of state longitudinal education data systems) may redisclose personally identifiable information from education records for purposes authorized in FERPA, thus obviating the need "for the [requesting] party to go to each school district or institution that submitted the records" to the state. (73 Fed. Reg. at 15587; Proposed §99.35 (b) (1)).  
· Interpret the statutory provision that an authorized disclosure of data for a study to improve instruction
 must be “for, or on behalf of,” an educational agency or institution to mean that there must be an agreement between the educational agency or institution and the research organization specifying the purposes of the study and that the disclosed student records may be used only to meet those purposes, as well as including other FERPA restrictions. (Proposed §99.31(a)(6)).  These provisions would reverse the prior, overly restrictive interpretation of USED that disclosures could not be made for studies initiated by the research organization. The preamble also indicates that the agreement would serve to assure that – consistent with the FERPA statutory language that the study is “for, or on behalf of,” an educational agency or institution – the disclosing agency agrees with the purposes of the study (but need not agree with its results or conclusions) and retains control of the information from education records that is disclosed. 
However, these proposed changes will have little or no benefit in accommodating the functions of state education data systems if state officials overseeing these systems – 
· may not enter the proposed agreements for studies that would use data maintained by the state system; and  
· may only make a redisclosure of information for the research study if the redisclosure was recorded by the educational agency or institution at the time of its initial disclosure of education records to the state.

Both the current and proposed regulations appear to be problematic on these points. Proposed §99.31(a)(6) provides only for an educational agency or institution to enter the research agreement, and USED has interpreted the terms "educational agency or institution" to refer to schools, higher education institutions, or local educational agencies that directly serve or control services to students, not to officials who administer state education functions. (See 34 CFR §§99.1(a); 99.10(a)). No express provision is included in the proposed regulations for state education authorities to enter the proposed research agreements.

Similarly, for any redisclosure by state education officials (or by the Comptroller General of the United States or the U.S. Secretary of Education), of personally identifiable information that they obtain for evaluation or audit of federal or state-supported education programs, the proposed regulations authorize redisclosures subject to §99.33(b) of the current regulations. That subsection permits an educational agency or institution to disclose personally identifiable information with the understanding that the receiving party (here, state education officials or the noted federal officials) may make further disclosures authorized in FERPA on behalf of the educational agency or institution, subject to §99.32(b) of the current regulations, which requires the record of the initial disclosure to include the names of the additional parties to which the receiving party may disclose the information on behalf of the educational agency or institution and the legitimate interest in the information of each additional party. These provisions are somewhat ambiguous but could be read to require that recordations of any redisclosures must be anticipated and included in the recordation at the time of the initial disclosure and, in effect, approved by the educational agency or institution.   
Need for Changes in the Regulations
The most compelling reason why state data systems should be permitted to redisclose personally identifiable information from student records on behalf of educational agencies and institutions in their state, in the aggregate, is to permit use of those records for research that needs to rely on statewide data and that benefits multiple educational agencies and institutions in the state. State data systems may perform some of this research directly or through state-funded contracts, but it is critical that the data be available for research conducted by third parties that the state itself may lack funds to support. Interpretations of FERPA that do not permit state education data officials to enter agreements for research or that require them to have disclosures for research purposes recorded (and, in effect, approved) by educational agencies and institutions at the time of the initial disclosure of the information to the state, would thwart these purposes. They would have the effect of nullifying the principal benefits of the proposed changes described above. 

It is plainly impractical to have research agreements with third parties to use statewide student data obtained from education records approved by each of the hundreds or thousands of educational agencies and institutions in a state from which the information is obtained. That defeats a core purpose of a state longitudinal data system: to determine and authorize research studies that are for the collective benefit of educational agencies and institutions in its state. It is likewise unrealistic to anticipate future disclosures by the state data system, for example, for research studies proposed in the future. A requirement that the recordation of the original disclosure include specific information on the recipients and purposes of all further disclosures undermines the ability of a state data system to identify research proposals that are of critical importance to the state, but that did not exist or were not anticipated at the time of the initial disclosure by the educational agency or institution to state officials. 
Moreover, it is unworkable and inconsistent with the purported purposes of the proposed changes described above, as explained in the preamble, to require that a state educational agency or state data system must secure approval of each authorized disclosure from the hundreds or thousands of educational agencies or institutions from which the records were obtained. That requirement is also inconsistent with the purposes of having state data systems – which are created under state law for the precise purpose of enabling use of statewide data to meet the collective needs of educational agencies and institutions throughout the state.

Because these provisions would apply not only to redisclosures of information obtained for evaluation purposes by state education officials, but also to redisclosures of such information by the Comptroller General of the United States or the Secretary of Education, interpretations that each research agreement must be entered by the educational agency or institution, or that each redisclosure must be approved and recorded by the educational agency or institution, and at the time of initial disclosure, would invalidate longstanding practices of USED itself, through the Institute of Education Sciences (IES), to license use of personally identifiable data subject to FERPA by research organizations without regard to such requirements. 
      

The FERPA statute permits State Education Authorities to Authorize Studies and Make Disclosures for the Studies On Behalf of Educational Agencies and Institutions

There is nothing in FERPA to preclude state education officials who administer the state longitudinal data system from entering research agreements with organizations to perform research studies and from redisclosing personally identifiable information to be used in such studies – and recording such redisclosures at the time they are made – on behalf of (and without having to obtain the permission of) educational agencies and institutions in their state. Student privacy is not harmed when state education officials take these actions on behalf of educational agencies and institutions. “The Secretary recognizes that [state education] officials . . . that receive education records . . . are no less capable of protecting the information against unauthorized access and disclosure than [other] parties that receive education records under other exceptions. . ..” (73 Fed. Reg at 15587).  
The notion implicitly underlying regulatory provisions that each educational agency and institution must control each of these decisions and actions is not compelled by FERPA and is out of touch with today's education data systems and needs. Indeed, these interpretations make FERPA flatly inconsistent with the need to use statewide student data, often in personally identifiable form, for research, except by a State education agency itself or its contractor.  As a practical matter, the only other education research requiring use of personally  identifiable student data that could be authorized would be research using the data of a particular (or small group of) educational agencies or institutions. A vital function of state longitudinal data systems would be effectively repealed by FERPA, as interpreted by USED. In reality, a core purpose of state longitudinal data systems is to conduct or authorize use of data for studies for, or on behalf of, educational agencies or institutions in the state, unquestionably aligned with the express FERPA provision authorizing disclosures for research studies.
As a legal matter, there are several alternative bases (each adequate in itself) for revising the regulations to permit state education authorities to authorize studies and make and record redisclosures of personally identifiable information from education records for   this purpose:

· FERPA simply does not bar a state education authority from authorizing a study to improve instruction, disclosing education records that it maintains, on behalf of educational agencies and institutions, in the aggregate, in the state, and recording redisclosures for such studies at the time they are made.  FERPA does not require an educational agency or institution to make or approve the recordation of a disclosure. Rather, the law requires each educational agency and institution to "maintain a record" of the disclosure (and of requests for disclosure). There is nothing in the law that prevents a state education authority from making the recordation, maintaining it for affected educational agencies and institutions, and providing it – either automatically or upon parental request for access – to the educational agency or institution for purposes of parental access.
 Nor does any provision in the law bar a state education authority from determining that a study is “for, or on behalf of” one or more educational agencies or institutions in the state, which is a core function of officials overseeing state longitudinal data systems under state law.

· Alternatively, the state data system generally could be understood to be act​ing for educational agencies and institutions
 in maintaining their education records for statewide evaluation and research performed for the benefit of all educational agencies and institutions in the state. In that event, a disclosure by the state education authority to a third party would be no different from an initial disclosure by the educational agency or institution itself, and the state education authority, in its capacity for maintaining education records for the educational agency or institution, could enter agreements with other organizations for authorized studies.
 This approach is consistent with FERPA’s definition of education records as including records maintained by a person acting for a school or LEA.
  Other provisions of the proposed regulations regarding outsourcing of data functions by an educational agency or institution may be read to propose barring this approach, by providing that the party to which the functions are outsourced should be under the direct control of the educational agency or institution. That makes no sense for a state agency that maintains data for the educational agency or institution as part of a statewide data system.

· While it is unnecessary to make this significant a change in order to address our concerns, the proposed regulations may be revised to redefine "educational agency or institution" to include state education agencies. Such agencies come within the literal definition of an “educational agency or institution” in FERPA: "any public or private agency or institution which is the recipient of funds under any . . . program [administered by the Secretary of Education]."
  Indeed, when Congress amended FERPA in 1994
 to require state educational agencies to provide parental access to records maintained by them, it applied this provision, "whether or not that agency is an educational agency or institution under this section," implicitly recognizing that a state educational agency may be an "educational agency or institution," as used in FERPA.  However, if it made this change, USED would need to issue revised regulations addressing the allocation of functions under FERPA between states, on the one hand, and local agencies and individual institutions, on the other, in order to foster parent accessibility and avoid greatly expanded, costly, and duplicative  administrative burdens on the states.  For example, it would make sense for parent access and procedural rights relating to records maintained by the state, including access to recordations of disclosures and annual FERPA notices to parents, to be managed at the school or local district level. 

· Another possible option, apart from applying the provisions authorizing disclosures to organizations for research studies, would be to regard research organizations that enter agreements with state education authorities as "authorized representatives" of state education authorities who may receive personally identifiable data for the purpose of evaluating federal and state supported education programs, pursuant to such agreements. However, this option would be effective only if, as recommended below, USED revises its position that an authorized representative must be under the direct control of the state education authority.
Recordation Issue Raised by USED
On the issue of recordation, USED appears to signal possible flexibility in the preamble to the proposed regulations by expressing interest in relieving burdens associated with recording disclosures, with specific regard to redisclosures by state education officials, the Comptroller General, and the Secretary of Education. The preamble specifically invites public comment on whether these agencies and officials should be allowed to maintain the record of the redisclosure they make on behalf of an educational agency or institution. With specific regard to the state redisclosure issue, the preamble also discusses the capability of state education officials to protect the information against unauthorized disclosure and permitting state education officials to redisclose personally identifiable information from education records without requiring the party seeking the information to go back to each educational agency or institution.  Taken together, these preambulary statements clearly imply that educational agency and institution approval is not required for each redisclosure and that every redisclosure need not be recorded at the time the initial disclosure is made to the state.
 
As noted, we believe this raises a more fundamental issue than that of data burden. For the reasons indicated above, it is critical that redisclosures by state education authorities not have to be approved by each educational agency or institution and not have to be recorded at the time of initial disclosure. We have no objection to a requirement that a disclosure or redisclosure be recorded by a state education authority at the time it is made, and we believe it makes sense, and will reduce burden, for the state educational agency or data system (as well as for the Secretary of Education and Comptroller General) making the redisclosure to maintain a record of the redisclosure and forward it to the individual school or local agency at such time as a parent requests access to recordations of disclosures for his or her child. 
Recommended Changes
For the reasons described above, we strongly recommend that—

· proposed §99.31(a)(6) be revised in the final regulations to permit a state education agency or authority to enter an agreement with an organization for a study and disclose personally identifiable information for purposes of that study maintained by the state education agency or authority; and
· the final regulations revise proposed §99.35(b)(1) and/or  §§99.32(b) & 99.33(b) of the current regulations to authorize a state education agency or authority to make further disclosures of personally identifiable information received from educational agencies or institutions and to record those redisclosures at the time they are made.  
Destruction of Personally Identifiable Information When No Longer Needed (Proposed § 99.31(a)(6)(ii)(C); current § 99.35(b)(2)).

FERPA provides that personally identifiable information provided to state education officials for evaluation, audit, or compliance purposes, or to other organizations for studies to improve instruction, shall be destroyed when no longer needed for these purposes. Proposed § 99.31(a)(6)(ii)(C) provides that the agreement for a study must provide that the information is destroyed or returned to the educational agency or institution when no longer needed for the purposes for which the study was conducted. Current § 99.35(b)(2) similarly requires that information be destroyed when no longer needed for evaluation, audit, or enforcement of federal or state supported education programs. 

Clarification is needed, either through an amendment to the final regulations, or through guidance in the preamble to the final regulations, that these provisions do not require destruction of data sets that include information from student records as initial analysis of a study or discrete evaluations are completed. State longitudinal data systems are designed to provide for evaluation and research using longitudinal data over extended periods of time. Also, an interpretation that student information used in a research study must be destroyed when initial analysis is completed is highly problematic because it undermines research that uses student records.  Over the past several decades, scientific methodology has come to recognize that a single study can only very rarely answer a scientific query due to sampling variation, measurement error, differences in treatment implementation, and so on.   As recognized in numerous reports by the Committee on National Statistics (CNSTAT), the National Academy of Sciences and others, ongoing access to data is a fundamental part of the scientific process for several reasons, including to detect errors in analyses or research misconduct; to allow replication of studies; to allow analyses of issues that were not evident when the study was initially designed, including secondary analyses; to allow rigorous research syntheses across multiple studies (e.g. by pooling the results of multiple analyses or meta-analyses); and to minimize the risks to privacy, burden on respondents, and cost to tax payers by using existing data rather than “reinventing the wheel” by conducting studies that have already been done.  

The importance of ongoing access to data for research purposes is recognized by other privacy protection statutes and regulations, such as HIPAA and the Common Rule, that do not require destruction of research data upon completion of the study, even when the study includes private and potentially sensitive information. FERPA does require destruction (or return) of the information, but that requirement needs to be reasonably interpreted so as not to frustrate these research needs, in particular to facilitate appropriate research and evaluation using longitudinal data. We believe there is ample room in FERPA to interpret the research and evaluation purposes for which data are disclosed to include these needs.
"Outsourcing"   (Proposed §99.31(a)(1)(i)(B))
Under FERPA, personally identifiable information from education records may be disclosed to school officials with legitimate educational interests in the information without recordation. Proposed §99.31(a)(1)(i)(B) would expand the school official exception to include contractors, consultants, volunteers, and other outside parties to whom an educational agency or institution has outsourced institutional services or functions that it would otherwise use employees to perform. The proposed regulations would require these outside parties performing outsourced functions to be under the direct control of the educational agency or institution. We generally support these provisions. 
However, in some states, consistent with state law, the state longitudinal data system may properly be understood as maintaining education records for educational agencies and institutions, not as a separate recipient of a disclosure of education records from them. That may be part of the essential nature of a state longitudinal data system – to unify and debalkanize maintenance of the records of educational agencies and institutions needed for assessing and improving educational agencies, institutions, and programs and instruction for individual students. That function of a state longitudinal data system is incidental to the role of state education authorities to assist and support educational agencies and institutions within the state.  FERPA defines the term "education records" as records maintained by an educational agency or institution "or by a person acting for such agency or institution." 
  Nothing in FERPA or logic would prohibit a state longitudinal data system from acting for an educational agency or institution in maintaining its education records.  
We believe proposed §99.31(a)(1)(i)(B) needs to be amended to accommodate that situation. In particular, while the concept of direct control by the educational agency or institution makes sense for functions related to education records that are "outsourced" to other parties by the agency or institution at its volition, that is not the case where the state longitudinal data system performs the function of maintaining the education records for the educational agency or institution, consistent with state law. The responsibility of state education officials in overseeing or serving educational agencies or institutions under state law obviates the need for any control requirement.  
P-16 (or P-20) Data Systems    (Proposed §99.35(a)(2) & (b)(1))
There is an emerging consensus among the states as to the need to develop state data systems that link student data across all levels of education, starting from pre-K programs through postsecondary education. That is also federal policy, as embodied in Section 6401 of the America Competes Act, Pubic Law 110-69.  Only a few states to date have moved to establish consolidated data systems that maintain these data in a single system. Many other states have separate data systems for different levels of education, but are moving to link data between the systems so that student information can be tracked over time.  It is critical that states have the capacity to do this, not only to track the educational performance and needs of individual students, but also because data on student performance at different levels of education are needed to evaluate, and perhaps to hold accountable, schools and programs at other levels of education. For example, many state and local educational agencies have come to recognize the importance of examining how their former students do in postsecondary education (e.g., how many require remedial courses; how many progress on schedule, etc.) in order to know how their secondary schools are performing. In sum, it is vital that information be shared up and down the pipeline to postsecondary education to provide feedback at all levels for continuous improvement and alignment.
We note also that the fact that a state may elect to vest data or evaluation responsibilities in separate data systems, rather than a consolidated system, should not prevent the exchange of information for legitimate evaluation or research purposes. The purposes and use of the data are precisely the same – and the effect on student privacy is no different – whether these systems are consolidated or separate. In both cases, these are state education authorities performing evaluation or audit functions, for the benefit of educational agencies and institutions, and consistent with the literal terms of FERPA. States need to have flexibility in structuring these systems and in ensuring that data are efficiently shared between these state systems for these purposes.
To permit that flexibility, two changes in the regulations and one clarification are needed. Specifically, USED needs to make the changes recommended above relating to the approval and recordation of further disclosures by state education officials and the authority of state education officials to enter agreements for studies on behalf of educational agencies and institutions in their state. 
In addition, the discussion of this issue in the preamble to the proposed regulations, while generally supportive of the states’ need to consolidate records across the P-12 and postsecondary levels, is problematic. It suggests that for a postsecondary data system to share student data from student records at the postsecondary level with a P-12 data system, the P-12 data system must have authority under federal, state, or local law to evaluate postsecondary programs. (The same point is made for the opposite situation, of a P-12 system sharing its data with the postsecondary data system.) That discussion reflects a fundamental misconception of why such sharing is needed and of the FERPA statute. Postsecondary student data need to be shared with the P-12 data system not for the P-12 data system to evaluate postsecondary programs, but rather for the P-12 data system to evaluate P-12 programs. As noted above, information on how former secondary school students perform in postsecondary education is needed to evaluate secondary schools. The issue should be simply whether access to the records is needed to perform evaluation functions lodged in the system to which the records are disclosed, consistent with state law, not whether the system has authority to evaluate programs at the particular level to which the records directly relate. Nothing in the FERPA law or in logic drives the description in the preamble. USED needs to correct it, either in the final regulation itself or in the preamble to the final regulations.  We believe that the three noted changes or clarifications need to be made to align the regulatory provisions, both with the positive rhetoric about state data systems in the preamble and with the real world needs of state data systems.  

Sharing Education Records with Public Human/Social Service or Employment Agencies (not addressed in proposed regulations)
The Needs
Educational agencies and institutions often are not able to be effective in improving academic achievement for all students, and particularly for at-risk Pre-K to 12 students from low-income families, unless other social and family issues are addressed.  Human/social welfare and youth agencies, including agencies that serve current and former foster children, have the expertise and the responsibility under state and local law to provide these services. It is critical that educational agencies and institutions be able to work together with these public agencies in meeting the needs of these students, and it may be equally critical to these other agencies that they have access to information on student performance and problems in the schools, as well as other personally identifiable information from student records, in order effectively to address the needs of these students. This is an important emerging issue for states, as we address the potential uses of state longitudinal data systems.
Another area that implicates similar legal issues under FERPA relates to the need to share data with state employment or job training agencies, either in cases where the student is being served by these agencies while still enrolled in school, or in cases where the individual is no longer enrolled in school. In the former situation, access to education records by public job training or employment agencies addresses needs similar to those relating to the social welfare and youth agencies. In the latter situation, access to education records by public job training or employment agencies addresses needs parallel to those for students who leave K-12 schools and enroll in a postsecondary program; namely, tracking the student’s progress and needs beyond K-12 and evaluating K-12 programs in preparing students for the world of work (similar to college education). Indeed, we believe there is a need for state employment and job training agencies to create data systems that encompass or link all employment, job training, adult, and postsecondary education programs to evaluate program outcomes and to conduct cost/benefit analyses to strengthen academic programs, employment retention and gains for all students/ former students.
Proposed Changes
These issues are not squarely addressed in the proposed regulations, and we acknowledge that FERPA includes no specific authorized disclosure focused on these needs and that the Department may lack statutory authority to fully meet them. This may be an area where a legislative change to FERPA is needed.
At the same time, we believe there are changes that can be made in the final regulations to provide at least some measure of relief in this area. Specifically--  
· Issue of Control by State Education Officials. In a January 30, 2003, letter from the then-Deputy Secretary, the Department, reversing a prior memorandum it had issued, took the position that a state educational agency may not provide access to personally identifiable information from education records to a state unemployment insurance agency or state department of labor evaluating programs under the Carl D. Perkins Vocational and Technical Education Act and the Adult Education and Family Literacy Act. The letter interpreted subsection (b)(3) of FERPA, authorizing access of state educational officials to personally identifiable information in education records for the purpose of evaluating federal education programs. The rationale of the letter was that, while a state educational agency could use a contractor to conduct an evaluation, it would not control another state agency in doing this work, and therefore could not regard the other state agency employees as its representatives. The proposed regulations do not propose any revision to this interpretation. 
With due respect, this interpretation makes no sense. There is no reason why one state agency could not maintain control over another state agency in performing functions for it, equivalent to the control it exercises over its contractors. Although that may be an issue under the law and facts within a particular state, there is no basis in law or fact for creating an irrebuttable federal presumption that one state agency may not control the use of its data by another state agency; for example, through inter-agency state agreements or under the terms of state regulations. 
Moreover, USED's position that personally identifiable information from education records disclosed to state educational agencies for evaluation of federal or state programs may be disclosed only to state education officials or their employees or contractors is undermined by another position taken by USED in prior correspondence and in these proposed regulations (proposed §99.3); that such information may be shared with state auditors who are not educational officials and who, by definition, are not under the control of state education officials. The authorized disclosures for state audit and evaluation are covered by the very same statutory provisions. (subsection (b)(3) of FERPA) There is no legal basis to interpret the same language one way for audits and a contradictory way for evaluations.
We recommend that the proposed regulations be amended, or that a discussion be included in the preamble to the final regulations, to reverse this unsupportable position, which serves to hamper critical sharing of data by state education officials with other state and local agencies to meet the needs of at-risk students.
· Scope of Education Programs. The legitimate issue presented by the language of subsection (b)(3)&(5) of FERPA is whether the disclosure is to evaluate a federal or state education program. We believe that the issuance of final regulations provides an opportunity for the Department appropriately to provide guidance that clarifies how some disclosures of information to public social welfare and youth agencies and public employment agencies may come within this authority or within the authorized disclosure provisions regarding studies to improve instruction. 

· First, to the extent that the purpose of a disclosure is to evaluate education programs overseen by State education officials, as indicated above, the final regulations should provide that nothing in FERPA prohibits disclosure of data to the other public agency under inter-agency agreements or state regulations that maintain control of the data in the state education agency.

· Second, the final regulations should define education programs broadly to include job training and social services delivered in the schools or in close collaboration with the schools with a purpose of strengthening academic gains for participating students. In fact, the Department’s regulations on sex discrimination in education programs under Title IX of the Education Amendments of 1972 define job training programs as education programs. (34 CFR §106.31(a))  There is no reason why a more restrictive definition of education programs should be used with regard to FERPA.

· Third, for purposes of the authority to disclose education records for evaluation of federal or state-supported education programs to state education officials, state officials employed by agencies with non-education functions but who have oversight responsibilities for education programs, such as job training programs or social services in the schools, should be deemed state education officials with regard to those education programs. On that basis, they should be permissible recipients of disclosures of personally identifiable information from education records, even if USED does not revise the position taken in its 2003 letter.  
· Fourth, in conjunction with the recommendation above that the final regulations clarify that the state data system may enter an agreement on behalf of educational agencies or institutions with a research organization to perform a study to improve instruction, the final regulations or preamble should indicate that such studies may include studies by social welfare or youth agencies or employment or job training programs if the study is designed to yield conclusions that have implications for improving instruction in the schools.
Disclosures to a Student’s Former Educational Agency or Institution (Proposed 99.3)
The proposed regulations would exclude from the definition of “disclosure” the release or return of personally identifiable information from an education record, to the party that provided or created the record. This would allow a college to send a record that appears to be falsified back to a secondary school that created or sent the document to confirm its authenticity. We support these provisions as far as they go. 
However, we are concerned that the proposed regulations do not clearly authorize disclosure of records to a student’s former school for the purpose of evaluating its programs. In particular, many states have recognized a vital need for secondary schools to have information on how their alumni perform in colleges, for evaluation and accountability purposes.  We recognize that this would involve a disclosure of personally identifiable information to an educational agency or institution beyond the record that the school had previously supplied. However, we recommend that USED in the final regulations or their preamble address options for providing this information back to a student’s former educational agency or institution, including—
· viewing such disclosure and use of the information as coming within subsection (b)(5) of FERPA, which authorizes disclosures to local as well as state education officials in connection with the evaluation of federal or state-supported education programs, or 
· providing the information to the former educational agency or institution for a study to improve its instruction, under an agreement between the educational agency or institution and the student’s postsecondary school or the state data system that maintains the information.
 
We also recommend that the final regulations or their preamble clarify that personally identifiable information from an education record may be provided to a student's former school in a different state under the provisions for a study to improve its instructional program. These provisions are needed to address confusion among many educational agencies and institutions on this point.  
De-Identified Student Data  (proposed §§99.31(b) & 99.3)
The proposed regulations would, for the first time, add standards for releasing, without parental consent, education records that have been de-identified through the removal of all personally identifiable information and for coding of that information for research purposes (§99.31(b) and preambulary discussion at 73 Fed. Reg. at 15583-15585).
  The proposed regulations would impose a balancing test, by defining personally identifiable (or non-de-identified) information as information that would allow a reasonable person in the school or its community, who does not have personal knowledge of the relevant circumstance, to identify the student with reasonable certainty. Personally identifiable information also includes information requested by a person who the school or local educational agency reasonably believes has direct, personal knowledge of the identity of the student to whom the education record directly relates (a “targeted request”).
We generally support USED’s effort in these proposed regulations to provide greater clarity on the standards for de-identifying education records for research purposes. However, we cannot stress strongly enough that the Department should be under no illusions that the possible de-identification of student data provides adequate flexibility to meet the needs to use statewide data for research purposes. In many cases, use of de-identified data is not adequate to support appropriate analytical research that will lead to improved educational outcomes. The unavailability of personally identifiable information to researchers may compromise their ability to perform the necessary research. Moreover, complete de-identification of systematic longitudinal data on every student may not be possible.
  
We are also concerned that the discussion of small cell size in the preamble (in the first column at p. 15584) includes an example that reflects a misunderstanding of small cell size. It states:

“Some schools have indicated, for example, that they would not disclose that two Hispanic, female students failed to graduate, even if there are several Hispanic females at the institution, because of the likelihood that the students who failed to graduate could easily be identified in such a small data set.”
 

This example could leave the impression that the problem is with the number two (the numerator in the graduation rate for Hispanic females), not with the small overall size of the Hispanic female group at the institution (the unspecified small denominator of the graduation rate). That could feed a common misunderstanding that small numerators need to be masked, regardless of the size of the denominator. However, the issue with “small group sizes” or “small data sets” is the size of the denominator, not the size of the numerator. If two Hispanic students out of 100 fail to graduate, then publishing a statistic revealing the number two does not pose small group size issues. The only exception to the point that the denominator, not the numerator, is the issue would be if either 0 students out of 100 (in the example) fail to graduate or all 100 do.  In that case, publishing the statistic indeed reveals the graduation status of every one of the students.
Other Proposed Provisions

Other provisions in the proposed regulations are less central to the mission of the Data Quality Campaign to promote effective use of education data to support standards-based reform in education. We note those below for which we express a specific recommendation.
· We support the proposed provisions for disclosures to state auditors (proposed §99.3), but believe as a legal and policy matter that this provision should be extended to state evaluators as well as auditors, as indicated above. The same legislative language applies to both.
· We support proposed provisions (proposed §99.5(a)(2)) clarifying permissible disclosures to parents of students who turn 18 years old or who are enrolled in postsecondary institutions.

· We support proposed provisions (proposed § 99.31(a)(2)) that clarify that disclosures are permitted not only to a school, school system, or postsecondary institution where the student seeks or intends to enroll, but also to one where the student is already enrolled in connection with the student’s enrollment or transfer.
· We support proposed provisions in §99.31(a)(1)(ii) regarding appropriate controls to ensure proper access to education records.

· We support the proposed policy of deference to judgments by state or local agencies and schools regarding health and safety emergencies that warrant disclosure of personally identifiable information (proposed §99.36(c)).

Thank you for this opportunity to comment on the proposed regulations. It is vital that USED adopt the essential changes recommended in this letter in order to harmonize the Department's interpretation of FERPA with the imperative to use statewide education data effectively to strengthen academic achievement and advance education reform.

Sincerely,
ACT
Alliance for Excellent Education

American Association of State Colleges and Universities

APQC

Consortium for School Networking

Council of Chief State School Officers

Educational Policy Institute

The Education Trust

Jobs for the Future

National Association of Secondary School Principals

National Center for Educational Achievement

National Center for Higher Education Management Systems
National Governors Association
Postsecondary Electronic Standards Council

Schools Interoperability Framework Association

State Educational Technology Directors Association

State Higher Education Executive Officers

Submitted through the Washington, D.C., office of the National Center for Educational Achievement / ACT, by Thomas A. Lindsley, Director, 202-223-2318 for the Data Quality Campaign partners listed above.  Analysis and drafting conducted by Steven Y. Winnick, Counsel, at EducationCounsel LLC, in affiliation with Nelson Mullins Riley & Scarborough LLP, 202-545-2913.  
� The Data Quality Campaign is a national, collaborative effort to encourage and support state policymakers to improve the collection, availability, and use of high-quality education data and to implement state longitudinal data systems to improve student achievement.  The managing partners of the Data Quality Campaign include Achieve, Inc.; Alliance for Excellent Education; Council of Chief State School Officers; Education Commission of the States; The Education Trust; National Association of State Boards of Education; National Association of System Heads; National Center for Educational Accountability; National Center for Higher Education Management Systems; National Governors Association Center for Best Practices; Schools Interoperability Framework Association; Standard & Poor's School Evaluation Services; State Educational Technology Directors Association; and State Higher Education Executive Officers.   


� In response to many inquiries, rather than seeking to harmonize these interests, USED's answer has been that student data could only be used to meet the stated educational need by obtaining written approval from the parent of each student or by using only anonymous or de-identified data. While these certainly are options under the law that should be used where practical, individual parental authorization often is impractical in using state-level data for research and related purposes, and limiting research to use of de-identified data may often undermine the usefulness and reliability of research in answering a study's questions.





� The subject FERPA provision, subsection (b)(1)(F) (section 444 (b)(1)(F) of the General Education Provisions Act), authorizes disclosures to organizations conducting studies for, or on behalf of, educational agencies or institutions for the purpose of developing, validating, or administering predictive tests, administering student aid programs, and improving instruction. Consistent with its mission, DQC comments focus on the latter purpose, but apply to all.


� IES, like state education agencies, is subject to FERPA with regard to student education records that it obtains for federal research or evaluation. (Section 183(b) of the Education Sciences Reform Act of 2002 (ESRA)). Also, the same FERPA provision authorizes disclosures of education records to state education officials and to the Secretary of Education and Comptroller General of the United States for evaluation and audit of federally supported education programs.  IES has a longstanding practice of licensing use of those records by third party organizations for research, without obtaining the approval of each educational agency or institution from which the data are obtained. (� HYPERLINK "http://nces.ed.gov/StatProg/instruct.asp" ��http://nces.ed.gov/StatProg/instruct.asp�)  





We understand that USED views IES's licensing agreements to be authorized by Section 183(d)(3) of ESRA. We support IES's practice of authorizing use of education records through licensing agreements. However, we do not believe that Section 183(d)(3) of ESRA separately authorizes such agreements. It applies by its terms to utilization of temporary staff from other agencies and organizations to assist in performing the responsibilities of the Director of the Institute of Education Sciences, and subjects them to confidentiality provisions under Section 183. It does not provide for agreements to authorize use of education records for studies by other organizations.  Legally, state education officials are on the same footing as IES with regard to the education records that they obtain from educational agencies and institutions for evaluation, audit, and compliance purposes. If IES may enter agreements with research organizations to use education records for legitimate studies, it follows that state educational authorities may do the same. 


� State education officials may be viewed simply as exercising the function of maintaining recordations on behalf of schools or LEAs, with regard to disclosures that they make from the state data system, consistent with their state statutory role in maintaining and using statewide data obtained from student education records.


� Legally, this theory could apply to postsecondary institutions as well as K-12 educational agencies and institutions. However, given the importance of the issue of autonomy to many postsecondary institutions, it is generally less likely that states will deem a state data system to be acting for a postsecondary institution in maintaining its records.





� Under this theory, no recordation would be required when the education record is given to the state because the state data system, consistent with state law, may be deemed to be maintaining the education records for the educational agency or institution, and the disclosure of information to the state is no different from a disclosure to an official within the educational agency or institution, or to one of its contractors. It follows that a disclosure of that information to another party by the state data system is no different from an initial disclosure by the educational agency or institution itself. In that case, the state educational agency, as the custodian of education records on behalf of educational agencies and institutions, would make a recordation of an initial disclosure when it provided personally identifiable information from those records to a third party. 





�Subsection (a) (4)(A) of FERPA.





� Under this approach, states would need to review their own state law, regulations, and guidelines to ensure that they may be deemed to be maintaining education records for educational agencies and institutions in their state. They would also need to ensure clarity in the roles and responsibilities as between the state and educational agencies and institutions for protecting the privacy of student records, and take steps to ensure that educational agencies and institutions inform parents (in their annual FERPA notice to parents) of the role of the state data system in maintaining records on their behalf, of the categories of state data officials who will have access to the records, and of the allocation of responsibilities between the state and the educational agency or institution for implementing FERPA procedures and rights. 





� Subsection (a)(3) of FERPA.





� Pub.L. 103-383, the Improving America's Schools Act of 1994.





� In discussing the financial costs and benefits of the proposed regulation, as required by Executive Order 12866, the preamble to the proposed regulations indicates that the proposed regulations would allow state educational authorities (as well as the Secretary of Education and Comptroller General) to maintain the recordation of redisclosure, so long as access to the recordation is provided to parents and eligible students by either the state educational authority or the educational agency or institution.  73 Fed. Reg. 15596 (March 24, 2008). That would be consistent with our recommendation.  However, this discussion is inaccurate and contrary to the terms of the proposed  and current regulations and the separate substantive discussion of these provisions provided in the preamble, including the specific invitation of public comment referenced in the text above.  While there is no certain explanation for this inconsistency, it would appear that USED had (at some point) intended to propose the position that recordations of redisclosures could be made and maintained at the state level; changed that position in the published proposed regulations; and simply failed to make a conforming change in the discussion under the Executive Order 12866 section of the preamble.


� The Family Educational Rights and Privacy Act defines education records as records maintained by an educational agency or institution “or a person acting for such agency or institution,” and “person” is defined in the U.S. Code to include not only an individual human beings, but also an organization or agency.  1 U.S.C.§1. 








� We believe this is an issue separate from that addressed in proposed amendments to §99.3, excluding alumni information from the definition of education records. That information would be a record of the subsequent school attended by the student.


� USED has substituted the term “de-identified” information for “anonymous” information, used in its prior communications. 


� See, Expanding Access to Research Data: Reconciling Risks and Opportunities, National Research Council (The National Academies Press, Washington, D.C., 2005);  Pat Doyle, Julia I. Lane, Jules J.M. Theeuwes, & Laura V. Zayatz, Confidentiality, Disclosure, and Data Access: Theory and Practical Applications for Statistical Agencies (New York: Elsevier Science, 2001). 
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